**METODOLOGI RISET TEKNOLOGI INFORMASI**

**“TUGAS 2”**

![](data:image/png;base64,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)

**Dosen Pengampu : Ika Menarianti, S.Kom.,M.Kom.**

**Disusun oleh :**

**Ardiyansyah R**

**PMM220085**

**PROGRAM STUDI INFORMATIKA**

**FAKULTAS TEKNIK DAN INFORMATIKA**

**UNIVERSITAS PGRI SEMARANG**

**2022**

**TELAAH PUSTAKA**

|  |
| --- |
| **Topik Penelitian** |
| Kemanan Sistem Jaringan |
| **Judul Karya Ilmiah** |
| 1. Perancangan dan Analisis Sistem Keamanan Jaringan Komputer Menggunakan SNORT 2. Sistem Keamanan Jaringan *Local Area Network* Menggunakan Teknik *De-Militarized Zone* |
| **Identifikasi Masalah** |
| 1. Perancangan dan Analisis Sistem Keamanan Jaringan Komputer Menggunakan SNORT 2. Serangan dari pihak-pihak yang tidak bertanggung jawab atau disebut *hacker.* 3. Banyak jenis serangan pada sistem komputer yang dituju, tapi jenis *port scanning* dan DoS merupakan jenis serangan yang sering dilakukan. 4. Sistem keamanan *firewall* belum mampu menjamin keamanan sistem komputer sepenuhnya 5. Sistem operasi Windows yang terkena virus *ransomeware* yang mengunci data pada PC 6. Email yang berisi virus *worm* yang ingin mencuri data perusahaan. 7. Sistem Keamanan Jaringan *Local Area Network* Menggunakan Teknik *De-Militarized Zone* 8. Kelemahan yang terdapat pada jaringan komputer jika tidak dilindungi dan dijaga dengan baik akan menyebabkan kerugian berupa kehilangan data, kerusakan sistem server, tidak maksimal dalam melayani user atau bahkan kehilangan aset-aset berharga institusi. 9. Beberapa organisasi lebih mendahulukan tampilan dan lain sebagainya dibandingkan masalah keamanan. 10. DDoS *attack*, serangan *hacker*, virus, trojan yang semuanya merupakan ancaman yang tidak bisa diabaikan. 11. Serangan yang paling sering digunakan adalah *Port scanning* dan DoS |
| **Ruang Lingkup Penelitian** |
| 1. Ruang lingkup penelitian pada jurnal pertama yaitu perancangan dan penganalisaan sistem keamanan komputer dengan menggunakan perangkat lunak SNORT pada PT. Primanufacture Indonesia. 2. Ruang lingkup penelitian pada jurnal kedua yaitu pengimplementasian sistem keamanan jaringan LAN menggunakan teknik DMZ pada layanan server jaringan komputer Universitas Islam “45”. |
| **Metode Penelitian** |
| 1. Metode yang digunakan pada jurnal yang pertama adalah PPDIOO. PPDIOO adalah sebuah metode perancangan jaringan yang dirancang untuk mendukung berkembangnya jaringan. PPDIOO terdiri dari beberapa tahapan, yaitu *Prepare, Plan, Design, Implement, Operate*, dan *Optimize*. 2. Metode yang digunakan pada jurnal yang menggunakan metode pengembangan (*development* *research*) dengan pendekatan model 4D yaitu *Define* (pendefinisian), *Design* (perancangan), *Develop* (pengembangan/implementasiana), *Disseminate* (uji coba). |
| **Langkah Penyelesaian** |
| 1. Perancangan dan Analisis Sistem Keamanan Jaringan Komputer Menggunakan SNORT 2. *Prepare phase* : melakukan persiapan membangun sistem keamanan jaringan menggunakan SNORT, yaitu mulai mempersiapkan kebutuhan, konsep, dan strategi finansial. 3. *Plane phase* : melakukan identifikasi hal-hal yang harus dipenuhi berdasarkan tujuan, fasilitas, dan kebutuhan pengguna. 4. *Design phase* : melakukan desain jaringan yang terperinci yang akan memenuhi persyaratan teknis. 5. *Implement phase* : melakukan instalasi dan konfigurasi yang sesuai dengan spesifik desain, dengan menginstal *software* dan konfigurasi dan pemilihan serangan yang diuji coba pada sistem jaringan komputer. 6. *Operational phase* : mempertahankan ketahanan kegiatan jaringan, dimana pada fase ini meliputi pengolahan komponen jaringan, melakukan pemeliharaan sistem jaringan, mengelola kinerja jaringan, dan mengoreksi jika ada kesalahan pada jaringan. Pada fase ini, aplikasi SNORT dijalankan sesuai dengan rencana yang telah ditentukan. 7. *Optimize phase* : Fase Optimalisasi, administrator jaringan mengidentifikasi dan menyelesaikan masalah yang sedang terjadi. 8. Sistem Keamanan Jaringan *Local Area Network* Menggunakan Teknik *De-Militarized Zone* 9. Analisa kebutuhan : Tahap ini merupakan identifikasi masalah dari sistem keamanan jaringan di Unisma. Dari masalah yang ada kemudian diselesaikan dengan implementasi metode DMZ pada jaringan local. 10. Perancangan : Dalam tahap perancangan dilakukan penentuan topologi dan konfigurasi jaringan. 11. Implementasi : Tahap implementasi merupakan tahap yang melakukan setting layanan DMZ pada server. 12. Pengujian : Tahap pengujian dilakukan untuk mengetahui sejauh mana implementasi dilakukan. Dalam penelitian dilakukan 2 pengujian yaitu pengujian tanpa menggunakan DMZ dan pengujian dengan menggunakan DMZ. |
| **Hasil dan Pembahasan** |
| 1. Perancangan dan Analisis Sistem Keamanan Jaringan Komputer Menggunakan SNORT 2. Hasil analisa pada penelitian terdapat penambahan *rules* yang dibuat untuk mendeteksi jika adanya ping ke komputer server dan jika ada yang melakukan percobaan serangan ke komputer server. 3. Aplikasi SNORT mampu mencatat setiap paket yang telah dideteksi dalam bentuk *file* dan paket yang akan disimpan ke dalam *disk* komputer. 4. Saat dilakukan penyerangan DDoS *attack*, maka grafik pada CPU sangat tinggi yang menyebabkan komputer akan berkerja secara lebih maksimal karena terlalu banyak paket yang menuju komputer server. Ketika penyerangan dari komputer *attack*er diberhentikan menyebabkan grafik performa dari komputer server lebih rendah dan komputer server dapat melakukan pemrosesan secara lebih stabil. 5. Kesimpulannya bahwa sistem kemanan jaringan komputer yang menggunakan aplikasi SNORT dapat membantu administrator untuk meminimalisir terjadi serangan dari pihak-pihak yang tidak bertanggung jawab. 6. Sistem Keamanan Jaringan *Local Area Network* Menggunakan Teknik *De-Militarized Zone* 7. Hasil yang diperoleh dari hasil pengujian yang telah dilakukan yaitu berupa data perbandingan *loging server* saat terjadi DoS *attack* dari tiga jenis pengujian DoS *attack* sebelum dan sesudah server diimplementasi teknik DMZ, hasil perbandingan tersebut 8. Data Perbandingan ICMP *Flooding* *Attack* : perbandingan hasil loging ICMP *flooding* *attack* pada server tanpa DMZ rata-rata menunjukan jumlah *packet* yang diterima sebanyak 16391,4 *packet* dan rata-rata *packet* yang diterima saat DMZ sebanyak 32,2 *packet*, sehingga didapatkan perbandingan penurunan jumlah *packet* saat terjadi DoS *attack* sebesar 16359,2 *packet* setelah implementasi teknik DMZ, artinya DMZ berhasil melakukan filter sebesar 16359,2 *packet* pada DoS *attack* tersebut. 9. Data Perbandingan UDP *Flooding* *Attack* : perbandingan hasil loging UDP *flooding* *attack* pada server tanpa DMZ rata-rata menunjukan jumlah *packet* yang diterima sebanyak 7640,7 *packet* dan rata-rata *packet* yang diterima saat DMZ sebanyak 34,2 *packet*, sehingga didapatkan perbandingan penurunan jumlah *packet* saat terjadi DoS *attack* sebesar 7606,5 *packet* setelah implementasi teknik DMZ, artinya DMZ berhasil melakukan filter sebesar 7606,5 *packet* pada DoS *attack* tersebut. 10. Data Perbandingan *Syn* *Flooding* *Attack* : hasil loging *Syn* *flooding* *attack* pada server tanpa DMZ rata-rata menunjukan jumlah *packet* yang diterima sebanyak 7386 *packet* dan rata-rata *packet* yang diterima saat DMZ sebanyak 7407,8 *packet*, sehingga didapatkan perbandingan jumlah *packet* yang hampir sama pada server sebelum dan setelah implementasi teknik DMZ, artinya DMZ tidak berhasil melakukan filter pada jenis DoS *Syn* *flooding* *attack* tersebut karena server masih terkena *flooding*. 11. Kesimpulannya adalah teknik jaringan DMZ dapat diimplementasikan pada sistem jaringan komputer dengan dbaikm dan implementasi teknik DMZ pada layanan server jaringan LAN dapat melakukan filter terhadap serangan DoS jenis ICMP *flooding* *attack* dan UDP *flooding* *attack*. 12. Saran yang diberikan yaitu penggunaan spesifikasi *hardware* yang maksimal dan memaksimalkan fungsi *firewall* *filtering* pada router *firewall* Mikrotik untuk memblokir *port* yang masih mungkin untuk disusupi. |
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